
 

Welcome to Morgan Creek Digital's digital asset update. It is comprised of a thought piece
from our team. We hope you find this content interesting. Please let us know if you have any
comments or questions or if you would like to speak to a member of the Morgan Creek
Digital team. 

Mind-Bending Quantum Breakthroughs and
Implications

In case you missed it, here is the headline, Quantinuum unveiled a 56-Qubit
Quantum Computer, achieving performance breakthroughs.1

Summary2: Quantinuum has introduced the H2-1 model, the first quantum computer
in the industry with 56 trapped-ion qubits, setting a new standard for cross-entropy
measures. Quantinuum leverages a Random Circuit Sampling (RCS) technique that
outperformed Google's previous 2019 findings by a factor of 100. Further, at
30,000x power savings over traditional supercomputers, the H2-1's increased fidelity
puts current supercomputers and quantum systems to the test.

Quantum computing is a field that leverages the principles of quantum mechanics to
process information in a manner that fundamentally challenges classical computing.
The primary goal of this newsletter is to simplify quantum mechanics and describe
its potential implications in emerging technologies. Let’s first review some general

https://www.morgancreekcap.com/
mailto:mcdigital@morgancreekcap.com


quantum fundamentals and mechanics.

Wave-Particle Duality: Recall your middle-school science class relating to
the properties of particles. Electrons and photons have both wave-like and
particle-like properties, often referred to as duality. This describes the state in
which particles create an interference pattern when not observed but behave
like particles when observed.3 For example, in the popular “double slit”
experiment, light waves that pass through two slits, interfere and reduce the
bright and dark bands displayed on the screen.

Quantization: This describes the process of mapping continuous infinite
values to a smaller set of discrete values.4 For example, the energy levels of
electrons in an atom can only occupy discrete or specific levels of energy.

Superposition: Until it is measured, a quantum system can exist in several
states at once. A qubit, for instance, can be in any “superposition” of 0, 1, or
any other state.5 This allows for parallel processing capabilities.

Entanglement: No matter how far apart two particles are, once they
entangle, their states are dependent on one another.6 The condition of one
particle is instantly impacted by the measurement of another, challenging
traditional ideas of locality and causality.

Uncertainty Principle: This concept, which was developed by Werner
Heisenberg, asserts that some pairings of physical attributes, such as
momentum and location, cannot be measured simultaneously and with
arbitrarily high precision. There is an inverse relationship between the paired
properties, as the more precise one property is measured the less the other
property can be known.

Wave-function: An object's or system's quantum state is represented by its
wave-function (denominated as the Greek letter psi, ψ). Wave-function has all
of the system's information (like time, position, momentum, spin, etc)and can
be used to determine the likelihood of different outcomes or a probabilistic
description of a system.7

Measurement Problem: A quantum system's wavefunction collapses to a
single eigenstate, a definite state of a quantum system that occurs as an
observer predicts the result of a measurement.8 This collapse is probabilistic,
meaning the result cannot be predicted with certainty but only in terms of
probabilities.

Key Takeaways: The quantum bit, or qubit, is the fundamental component of
quantum computing. Qubits can exist in a state of 0, 1, or any quantum
superposition of these states, in contrast to classical bits, which are binary and can
only exist in one of two states (0 or 1). This implies that a qubit, which derives from
the concept of superposition, can exist in more than one state at once, and unlocks
a quantum computer's ability to process enormous amounts of data at once. Recall
that entanglement is the process in which qubits become intertwined in such a way
that the state of one directly influences the state of another, regardless of how far
away they are. This interconnectedness also allows quantum computers to perform
incredibly complex computations at a far faster pace compared to classical
computers.



Quantum gates, manipulate qubits through unitary transformations, or linear
transformations that change a vector's direction while preserving its attributes (like
length).9 Quantum gates such as the Hadamard, CNOT, and Pauli-X execute
operations leveraging properties of superpositions and entangled qubits, in contrast
to classical logic gates that process bits using simple binary operations (like AND,
OR, and NOT).10 In short, these gates modify quantum states in ways that result in
intricate transformations that are necessary for quantum algorithms.

Quantum and Cryptography

Algorithms like Shor's algorithm, which can factor large numbers exponentially faster
and compute discrete logarithms in polynomial time, can potentially break some of
the most well-known classical algorithms, like RSA and ECC (Elliptic Curve
Cryptography), which rely on the difficulty of factoring large numbers.11 This
potential threat also presents an opportunity for the creation of quantum-resistant
encryption techniques. For example, lattice-based cryptography, which depends on
the difficulty of issues like the Learning With Errors (LWE) problem12, is thought to
be immune to quantum assaults at this time.13 Similar to this, hash-based
cryptography creates secure signatures using hash functions, which are also said to
be quantum-resistant as it is difficult for quantum computers or any actor to reverse
hash functions. The hardness of decoding random linear codes serves as the
foundation for code-based cryptography, which is another intriguing option for
protecting data from quantum threats.14 In the end, we believe quantum computing
should improve general security by spearheading the development and application
of these novel cryptographic methods.

Quantum Key Distribution (QKD) is an example of quantum cryptographic protocols
that leverage the principles of quantum mechanics to ensure the secure exchange
of keys.15 Because of the characteristics of quantum states—such as the no-cloning
theorem16 and the disruption of quantum states upon measurement—any attempt to
eavesdrop on the key exchange in QKD can be identified. This security could
potentially guarantee that the conversation will be private even if a bad actor is trying
to listen.17 Furthermore, Quantum Random Number Generation (QRNG) used to
produce random numbers essential to cryptographic keys, leverages the intrinsic
unpredictability of the quantum processes.18 Combining classical and quantum
cryptographic techniques can create hybrid systems that leverage the strengths of
both worlds. Robust security can be achieved by securely exchanging keys using
QKD and utilizing traditional symmetric encryption methods like AES.

Quantum and Artificial Intelligence

Deep neural network training, especially those that use machine learning, demand
significant amounts of processing power to complete. Due to the inherent
parallelism in quantum computing, quantum machine learning algorithms may be
able to greatly speed up these processes. Quantum versions of principal component
analysis, support vector machines, and other fundamental AI algorithms, for
instance, might run more quickly on quantum hardware and handle massive
datasets more quickly while also improving pattern recognition.19

Conclusion



Quantum computing has enormous potential, but there are still a lot of technological
obstacles to overcome. Because of their great fragility, quantum states are prone to
decoherence, which is the disintegration of superposition states and a loss of
quantum coherence as a result of interactions with the environment. This fragility
makes it difficult to sustain stable quantum states long enough to complete
computations. Large-scale qubit quantum computer construction also poses
formidable engineering obstacles. Techniques for scaling higher qubit counts while
preserving coherence, could allow for quantum to realize its potential in impacting a
wide array of scientific and technological fields, creating potential investment
opportunities.
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No Warranty
Neither Morgan Creek Capital Management, LLC nor Morgan Creek Digital warrants the accuracy, adequacy,
completeness, timeliness, or availability of any information provided by non-Morgan Creek sources.
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state or jurisdiction in which such offer or solicitation or sale would be unlawful prior to registration or qualification
under the laws of such state or jurisdiction. Alternative investments involve specific risks that may be greater than
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Forward-Looking Statements
This presentation contains certain statements that may include "forward-looking statements" within the meaning of
Section 27A of the Securities Act of 1933 and Section 21E of the Securities Exchange Act of 1934. All statements,
other than statements of historical fact, included herein are "forward-looking statements." Included among
"forward-looking statements" are, among other things, statements about our future outlook on opportunities based
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jurisdiction in which such offer or solicitation or sale would be unlawful prior to registration or qualification under
the laws of such state or jurisdiction. Any such offering can be made only at the time a qualified offeree receives a
Confidential Private Offering Memorandum and other operative documents which contain significant details with
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intended that they will. This document is for informational purposes only and should not be distributed.

Risk Summary
Interests in the Morgan Creek Digital Fund IV, LP ("Fund") are speculative and involve a significant degree of risk.
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Performance Disclosures
There can be no assurance that the investment objectives of any fund managed by Morgan Creek Capital
Management, LLC will be achieved. Past performance is not indicative of the performance that any fund managed
by Morgan Creek will achieve in the future. Although Morgan Creek Capital Management, LLC has been presented
with co-investment opportunities in the past, there can be no assurance that Morgan Creek will be presented with
similar opportunities in the future. Further, there can be no assurance that co-investment opportunities will be
available in the future.
 

Morgan Creek Capital Management | 301 W. Barbee Chapel Road Suite 200 | Chapel Hill,
NC 27517 US

Unsubscribe | Constant Contact Data Notice

http://www.constantcontact.com/legal/about-constant-contact

	Mind-Bending Quantum Breakthroughs and Implications

